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In addition to the FS-116 Acceptable Use Policy the following items are agreed to:   The VPN will only be connected when needed.  The VPN must be disconnected and the computer logged off whenever the computer is physically separated from the user.   I understand that I am responsible for any and all activity that occurs while my USERID is connected to the VPN.  I will not reveal my individual password to anyone.  I will not store my password on any processor, microcomputer, magnetic, or electronic media - unless such storage is approved in writing by NEC.   I will keep my computer updated with all necessary patches and anti-virus software as directed by my IASO and the NEC.  I understand that failure to do so could result in the loss of my VPN privileges.   I will never  provide any information about the VPN connection, including IP addresses, to anyone outside of the Fort Sill NEC and my IASO.   I will never redistribute the VPN software to another user or a third party.  I understand that all requests for VPN software and access must go through the NEC.   If my USERID or VPN computer is ever lost or compromised, I will immediately contact my IASO or the NEC.  I understand that all VPN activity will be monitored for misuse/abuse.  If the activity is not allowed while connected to the Fort Sill LAN, it is not allowed while connected to the VPN.  Any misuse/abuse may result in a loss of VPN privileges.  Administrative Action.  I understand that I may be subject to administrative action for any violation or abuse of access privileges.  Privacy Act.  The authority for soliciting your social security number (ISSN) is FÉ 939.  The information below will be used to identify you and may used to identify you and may be disclosed to law enforcement authorities for investigation or prosecuting violations.  Disclosure of this information is voluntary; however, failure to disclose the information could result in denial of access to the Fort Sill Information Systems.   Acknowledgement.  I have read the above requirements regarding use of the Fort Sill LAN for VPN use.  I understand my responsibilities regarding these systems and the information contained in them.
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