THE ARMY RECORDS INFORMATION MANAGEMENT SYSTEMS

 (ARIMS)

Questions, Answers, Information

1.  Information.  RMDA is in the process of generating a memorandum that will go to each Records Administrator that will identify all known elements of the MACOM by UIC.  The memorandum will request identification of the specific records management person that will be responsible for those UICs.  With this information we can develop a compressive records management chain of command, and provide a web based database for maintaining the relationship between Records Administrators, Records Managers, and Records Coordinators and the ARIMS users that create the records.

2.  Registration of Users, Actions Officers, Records Coordinators, Records Managers, and Records Administrators.  RMDA Answer:  The approval authority for new user access to ARIMS rests with the records management officer/official at HQDA and MACOM levels except when an IRM is providing this service to an organization in addition to baseline services (i.e., overseeing or performing the organizing, packing, receipting, and sending of records to serving RHAs).  This authority may be delegated to subelement levels as needed to manage new user approvals throughout an organization (see AR 25-1, paragraphs 8-2g(1), (2), and (3)).
3.  ARIMS mentions the Records Management Officer and Coordinators, however the regulation (AR 25-1) does not.  Will the IMA be the RMO?  ANSWER:  Records officials/officers, including records coordinators, are addressed in paragraphs 8-2g(1), (2), and (3) of AR 25-1.  No, the IMA is not the RMO unless an organization has an agreement or other arrangement with that office to provide records management services other than for the storage and maintenance of records like an RHA Manager would provide for installation tenant activities.

4.  ORLs -- Will the Records Manager be able to see all ORLs? ANSWER:  No, not necessarily.  You will be able to those ORLs if their office symbol falls under yours.  This basically has to do with how your account is set up.  To ensure that you are able to view all ORLs you are responsible for, your account needs to be set up with all office symbols, which fall under your UIC. 

5.  When Records Coordinators are requesting registration should their level be Action Officer since Records Coordinators are not on the selections/option?   ANSWER:  From the user side of ARIMS there are Action Officers; Records Managers and Records Administrators.  RMDA is building another user level -- Records Coordinator, to address management at the UIC level.  The Records Coordinator is their approach to the implementation of TIM where an organization is resident on an installation but may not be serviced by the installation.   

6.  Will ARIMS capture electronic signatures?  ANSWER:  Yes.  Any records sent to ARIMS is stored in the form and format that it was created.  RMDA is working with DISA to ensure that public/private key certificates are maintained as part of the Army Electronic Archive component of ARIMS.
7.  How are encryptions going to work with ARIMS when storage comes into play?  ANSWER:  See Above.  
8.  Sending Records to FRCs.  The new AR does not address this issue since it indicates we will send to a region RHA when we no longer need the records for business purposes.  AR 25-400-2, para 10-2c(2) indicates all records are indexed in the ARIMS master index down to the folder level. Until the Region RHAs are on-line, will the local RHA Managers have to enter appropriate data into the RIPS of ARIMS?   ANSWER:  Until the Consolidated RHA is put into operation "T" records will need to be retained at the local RHA.  Yes, local RHA managers will need to process and index records using the RIPS component of ARIMS. 
9.  How are labels and labeling of file cabinets suppose to be done?  ANSWER:  Method of labeling are at the discretion of the office of record and may include anything typewritten or computer generated labels to writing or printing directly on folders or containers with colored pens or markers.  When there are several folders, drawers or other containers with records under the same category, only the first folder, drawer, or container needs to show all of the required label information.  The remaining folders, drawers, or containers need only be identified by the name, number, or other feature identifying the contents.
10.  With the downsizing and A76s going on, will contractor employees be able to register as a user of ARIMS?  At one installations, Fort Polk, has contracted out the Records Management Program and FOIA/PA program.   ANSWER:  Yes, contracted employees may register as users in the ARIMS and be granted any level of access (RA, RM, RC or AO) that is needed to perform their contracted duties with authorization from the proper records 
11.  Who can access information that is filed in ARIMS (e.g., if I send something to ARIMS, can you retrieve it?)  ANSWER:  Records transmitted to ARIMS are available to the record owner (submitter).  Requests for records that were submitted by another user can be requested via the system.  Only those records submitted by an individual can be viewed by that individual; all others require owner permission.
12.  How would we keep multiple people from storing the same file/document ... does the system let anyone store anything they want?  ANSWER:  This is a training issue.  The action officer should be sufficiently aware of his/her actions to determine that it is complete and suitable for long-term preservation as a "T" record.
13.  Will this mean that ultimately everyone will need to understand MARKS (or MARKS-like discipline) vs. the current situation where the secretaries are relied on?  ANSWER:  ARIMS is not MARKS. However, like MARKS each Army employee is responsible for creating and preserving records that document the conduct of the Army's business, decisions, and policies.  How an organization internally achieves compliance is a management call that will involve the organization's subject matter experts/action officer, business rules and input/training from supporting Records Management personnel. 
14.  Storing Classified Records in ARIMS.  Classified (up to and including SECRET) go to https://www.arims.army.smil.mil.  As as it ties to SIPRNet, a user will need to complete the registration process, which is identical to the process on the unclassified ARIMS.

15.  Keeping RHA Records Instead of Sending to FRCs.  We recognize the space problem that some IMA activities are going to encounter.  The G1 community has agreed to accept responsibility however, IMA/ACSIMS will need to provide the funding while we close installation RHAs and move to a consolidated facility.  IMA/ACSIMS support the concept and are in the process of conducting an economic analysis to validate the value added.  Assuming that the analysis will support the consoldiated RHA concept, RMDA is ready with the necessary statement of work and memorandum of agreement to implement.

16.  Notices of Updates to RRS-A.  As Ms. Bowen has stated, we do intend to add the "What's New" section to our web page when it is available from our contractor.  It is currently under construction.  This was a feature we added as a convenience for our users - as you will recall it was not available when the tables were only available in paper form and you had to wait for years for a revision to see what had changed and then it did not point out what file numbers were new or had been revised.  In the meantime, it is suggested that if you or one of your activities has a "new" record you are creating that has not been previously listed on the ARIMS tables, you review the tables at that time to see if it has been added or you may call our office to determine if any new file numbers are under development for that particular AR.  No need to go in on a weekly basis.  When the "What's New" is re-established on our website, you can then go in and look at any numbers you are currently using to see if they have been modified.  There is no need to review all record categories, only those categories based on the prescribing directive(s)under which your agency mission is performed.  It is our goal to pick up the "What's New" where we left off under MARKS.

17.  Fort Sill submitted question concerning the ability of records managers to modify a user or action officer registration.  What happens if the user/action officer has placed the wrong office symbol in their registration form?  Records managers/administrators need the access rights to change the office symbol.  RMDA Answer:  Requests for changes in personnel access to the ARIMS should be directed to the System Administrator, through records management channels, by the responsible HQDA or MACOM records management officer/official.  The request should be sent prior to an individual’s departure if possible and include the transfer/separation date and an interim point of contact or successor’s name, address, and telephone number if available.

18.  Who will update and approve user information when an individual moves from one organization to another?  For example IG person moves to DCA.  When an IG person moves, they should no longer have access to an IG ORL but should now have access to an ORL within DCA.  RMDA Answer:  See paragraph 2 above.
19.  Who is going to approve ORLs?  The IRMs currently approves them.  RMDA Answer:  The approval authority for ORLs rests with the records management officer/official at HQDA and MACOM levels except when an IRM is providing this service to an organization in addition to baseline services (i.e., overseeing or performing the organizing, packing, receipting, and sending of records to serving RHAs).  This authority may be delegated to subelement levels as needed to manager ORLs throughout an organization.
20.  Are the IRMs going to be responsible for all Army organizations on their installation?  For example, we (Fort Sill) have MEDCOM, DENTAC, CECOM, DRMO, AMC, Corps of Engr, CID, TMDE, etc., on Fort Sill.  Fort Sill has no cross service agreement concerning records management functions other than official mail and distribution.  However, when MEDCOM created some ORLs they came to the Fort Sill IRM for approval.  The above listed organization UICs are in Fort Sill’s unit list on ARIMS.  RMDA Answer:  An IRM is responsible only for the baseline services (i.e., overseeing or performing the organizing, packing, receipting, and sending of records to serving RHAs) for all Army organizations on the installation unless there is an agreement with those organizations to perform other records services or they are garrison units.  If you are receiving ORLs for approval in error, please contact the ARIMS Technical Support Office, at technical_support@arims.army.mil, so that it may be corrected and sent to the proper records management officer/official for action.

21.  Who is going to be able to destroy records placed in ARIMS.  Initially Fort Sill indicated a break out of destruction responsibilies.  For example, the records coordinator for K records, the IRM for T1 through T10 records, Records Administrators for T11 through T25 records, PERSCOM (or appropriate) for T26 through T whatever.  NARA for T0 records.  RMDA Answer:  Electronic T records stored in ARIMS Army Electronic Archive (AEA) are destroyed by USARMDA staff after receiving approval from the records officer/official of the originating organization.  Hardcopy T records stored in an RHA are destroyed by the RHA staff after receiving approval from the records officer/official of the originating organization (see AR 25-400-2, paragraphs 1-7d thru g and 7-1c).

22.  Are we correct that when someone conducts records searches and wishes one of Fort Sill's records, their request comes to the IRM/RHA personnel for processing?  Is the same true if someone in DCA wants a copy of a SJA records (same installation)?  RMDA Answer:  ARIMS automatically generates a short request form when a selection is made from the master index or a list of records searched and sends it to the proper RHA staff for processing; requests for a record stored in the AEA are automatically sent to the proponent of the record at the originating agency and are retrieved on-line when approved (see AR 25-400-2, paragraph 8-2a).
23.  Will the IRM be able to delete an ORL?  Can we change the name or maybe completely delete an ORL and have the organization start from the beginning.  Easier to start over than to fix the one they created.  For example, at Fort Drum, Cheryl created an ORL and needs to change the name.  I have two ORLs you show as deactive.  I would like to completely remove them since no documents are stored in them.  I also have some records in ARIMS.  How do I destroy them, they are test documents only?  RMDA Answer:  Only the System Administrator may delete an ORL from the system since it may be linked to records already stored in the AEA or an RHA.  Requests to delete an ORL should be directed to the System Administrator, through records management channels by the responsible HQDA or MACOM records management officer/official.  The request should state the reason for the deletion and indicate whether or not any T records were sent to the AEA/an RHA and include name of the revised ORL if applicable.  The same process should be followed for requesting the deletion of records stored in the AEA or the destruction of records in an RHA.
24.  Under "User List."  Is there a way for us to know what type of user?  I know that myself and Jackie Camp are "Records Manager/RHA" users.  However, what type of users are the others?  Waiting on answer from PERSCOM.
25.  Office Records Lists (ORLs).  


a.  When approving ORLs, you have to approve each entry on the ORL or the whole page.  When you approve the whole page, you only approve the first page of a multiple page ORL.  You have to approve each page or each entry on each page.


b.  When creating ORLs, you have to save to your cart before you move to the next page.  If you don’t the system does not retain what you checked on the first page.


c.  Once you have all the items in your cart, you need to then create your ORL.  Watch, you have to do each page separately on a multiple page ORL separately.  Similar to approving it as indicated above.

26.  You can reorder you ORL by the column titles.  Remember when a computer places words and numbers in order, numbers come first.  For example, RN 1-201c comes before RN 1a.  By reordering using Pres Directive, you can reorder similar to the way we currently see on a files list.  However, when you get out of the ORL, it reverts back.  You have to reorder each time you access it.

27.  Creating ORLs.  Be careful, once you name an ORL you currently cannot change the name.

