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RECORDS MANAGEMENT (101)





1.  PURPOSE.  This pamphlet contains information on Records Management and is primarily for supervisors, managers, and/or commanders at all levels of command.





2.  REFERENCES.  See appendix A for a listing of references.





3.  DEFINITIONS.  See appendix B for a listing of definitions.





4.  RECORDS MANAGEMENT PROGRAMS.  See appendix C for a listing of RM programs.





5.  INTRODUCTION.





    a.  Policy.  Army Regulation 25-1, The Army Information Resources Management Program, establishes the policy for the Records Management Program.





    b.  Responsibility.  The Director of Information (DOIM) has overall responsibility for the Records Management Program at Fort Sill.  Commanders, supervisors, or managers are responsible for the proper creation, maintenance, retention, and destruction of Army records under their control.  Action offices are responsible for the creation and proper retention of all documents/information they create, no matter how created or retained.





    c.  What is Records Management?  It is the planning, controlling, directing, organizing, training, promoting, and other managerial activities involved with respect to information creation, maintenance, and use, and information disposition in order to achieve adequate and proper documentation of the policies and transactions of DA and effective and economical management of DA operations.





    d.  Records Management Objectives.





    (1)  Create only minimum records.





    (2)  Protect DA and individuals.





    (3)  Control quantity/quality.





    (4)  Establish and maintain control.





    (5)  Simplify records creation/maintenance/use.





    (6)  Life cycle management of data.





    (7)  Cost effective storage/retrieval/use.





    (8)  Preserve records.





    (9)  Incorporate specs for information systems requirements.





    (10)  Evaluate records management activities.





6.  COMMON QUESTIONS AND ANSWERS TO THEM.





    a.  Modern Army Recordkeeping System (MARKS).





    (1)  General Information.  The Federal Records Act of 1950 contains the statutory authority for the MARKS program.  United States Code 44 established the legal basis for the disposal of records of the U.S. Government.





    (2)  Questions and Answers.





    (a)  Do electronic generated documents (e-mail) have to be maintained under MARKS?  YES.  All records regardless of medium must be maintained under MARKS for the time period indicated.





    (b)  Can electronic records be admitted as evidence in court proceedings?  YES.  If their authenticity, accuracy, and general trueworthiness are established.





    (c)  Is the MARKS number required to be placed on all documents to include e-mail documents?  YES.  As specified in AR 25-30, the action officer adds the MARKS file number when writing a document, or places the file number along the right-hand edge of documents not identified with a file number at the time of creation.





    (d)  Does the Privacy Act play a role in filing documents?  YES.  Records not covered by a Privacy Act system notice will not be arranged to permit retrieval by personal identifier.  We will cover this in more detail in the Privacy Act portion of this pamphlet.





    (e)  Do I have to create files lists?  MAYBE.  Any office that maintains files must create a files list and submit it through activity records manager to the Installation Records Manager for approval.





    (f)  Do I have to submit a files list each year?  NO.  Once you have an approved files list, you only need to update when changes occur.





    (g)  Is there a form to use to create a files list?  NO.  You may use bond paper.  Files lists will contain the office title, point of contact, MARKS number, file title, Privacy Act system notice, and media records are maintained on.





    (h)  Do drawers, binders, file folders, diskettes, PC hard drivers, or CDs that contain records have to be labeled IAW MARKS?  YES.  You must label all folders and containers used to store official records.  Labels will include file number, file title, Privacy Act system notice number (if applicable), year of accumulation (if required) and the disposition instructions.





    (i)  What records must be turned in the Records Holding Area (RHA)?  ANY RECORDS WITH A RETENTION PERIOD OF 3 YEARS OR MORE.  The Installation Records Manager has, using files lists information, created a database of these files maintained by each activity that require transferring to the RHA.  The Installation Records Manager provides a listing of those files to each activity each calendar or fiscal year.





    (j)  What form do you use to transfer records to the Records Holding Area?  YOU USE STANDARD FORM 135.  You should also use this form whenever you are transporting records from one location to another or when transferring records during deactivation of your unit or activity.





    b.  Rulemaking.





    (1)  If you prepare a publication that affects the public, does AR 310-4 apply?  YES.  If a publication instructs the public to comply with a rule established by Fort Sill, we must first post the publication in the Federal Register.





    (2)  If you prepare a letter or memorandum that affects the public, does AR 310-4 apply?  YES.  If a letter or memorandum instructs the public to comply with a rule established by Fort Sill, we must first post the letter or memorandum in the Federal Register.





    (3)  What is the public?  PUBLIC is defined as anyone that is not on active duty or employee of the Federal Government.  (Employees, except active duty soldiers, are considered public when not on duty.)





    c.  Freedom of Information Act.





    (1)  What is a Freedom of Information Request?  Request must be in writing (e-mail is okay) made by any person (U.S. or foreign) that either explicitly or implicitly invokes the FOIA, DOD Directive 5400.7, AR 25-55, or DOD supplementing regulations or instructions.





    (2)  Does the requester have to provide a reason for requesting government records?  NO.  FOIA requesters do not have to indicate why they are requesting the records.





    (3)  Can anyone submit a FOIA request?  YES.  Anyone can submit FOIA requests.  Federal Government employees must prepare and submit FOIA requests on their own time and own equipment.





    (4)  Who can receive a FOIA request?  ANYONE.  The Federal Government has instructed the public to submit their requests directly to the office maintaining the records they are requesting.





    (5)  If you receive a FOIA request directly from the public, what do you do?  IMMEDIATELY hand carry, fax, or e-mail request to the Installation FOIA Official within DOIM.  If faxing, send original request through distribution.  Only DOIM is designated to reply to a FOIA request for Fort Sill records.





    (6)  Can you withhold records that are possibly exempt from DOIM?  NO.  Proponent of records must make a copy of the requested records and submit to DOIM.  Proponents must indicate the reasons for not releasing the records citing one of the nine exemptions listed in AR 25-55.  DOIM will coordinate with SJA when necessary.





    (7)  What records are requestable?  ALL.  Any record is requestable (including e-mail).  We must justify why certain records should not be released to the public.





    d.  Privacy Act.





    (1)  Should you collect only the personal information about an individual that is legally authorized and necessary to support Army operations?  YES.





    (2)  Should you keep only personal information that is timely, accurate, complete, and relevant to the purpose for which it was collected?  YES.





    (3)  Are you supposed to safeguard personal information to prevent unauthorized use, access, disclosure, alternation, or destruction?  YES.  Privacy Act information must have an “For Official Use Only” cover sheet when removed from file.





    (4)  Can you send Privacy Act information via electronic mail?  YES.  The first line of the note must contain “FOR OFFICIAL USE ONLY” in big bold letters.





    (5)  Can a person (employee, civilian or military) request to see their own records?  YES.  Government employees can request access to and/or receive a copy of their records.





    (6)  Can you ask the individual why they want to see their own records?  NO.  We are prohibited from asking employees why they need access to and/or a copy of their records.





    (7)  Can you deny an individual access to their records?  YES.  However, the Privacy Act System Notice for the file number used must indicate there are approved exemptions to withholding the records.  If the Privacy Act System Notice indicates “none” in the exemption block, employee must be allowed access and/or copies of the requested records.  Privacy Act information on other employees must be removed before releasing.





    (8)  Who can deny an individual access to their records?  Only the Access and Amendment Refusal Authority.





    (9)  Can you give out information to third parties?  YES.





    (10)  What information can you give out to third parties?  Below is a listing of what can be provided, if requested.





    (a)  Military Personnel – Name, rank, date of rank, gross salary, present and past duty assignments, future assignments that are officially established, office or duty telephone number, source of commission, promotion sequence number, awards and decorations, military or civilian educational level, and duty status at any given time.





    (b)  Civilian Personnel – Name and present and past duty position titles, salaries (gross), and duty stations that include office or duty telephone numbers.





    (11)  What are third parties?  Third parties are individuals that are not Federal Government employees.





    (12)  Do you need a Privacy Act statement on forms that request Privacy Act information from an individual?  YES.  DOIM IAST must approve all new forms and any updates to old forms.  It is illegal to issue a blank form that requires the individual to provide Privacy Act data without a PA statement being on the form.





    e.  Management Information Control Office (AR 355-15).  This program works in conjunction with the Reports Control Act and the Paperwork Reduction Act.  Whenever one activity needs information from another activity and this action requires the other activity to do additional work, a Reports Control Symbol is required.  Submit requests for Reports Control Symbols to DOIM IAST.  All recurring reports should have a Reports Control Symbol or a statement (approved by DOIM) indicating the report is exempt.





    (1)  (Your activity is AG).  USAFACFS Cmd Gp requests you provide the number of special act awards processed and awarded in the past month.  Does MICO apply?  YES.  You would have to gather information to answer request.





    (2)  (Your activity is DPW).  An installation report on the number of engineer officers assigned to our organization.  Does MICO apply?  NO.  You should be able to make a copy of your TDA.





    (3)  (Your activity is DPTM).  DOIM requests a pie-chart showing the percentages of time spent on records management activities within your activity during the past year.  Does MICO apply?  YES.  You would have to gather information from your internal offices to answer request.





    (4)  (Your activity is DOL).  You create a publication and within it you request each activity to inventory their equipment each quarter.  Does MICO apply?  NO.  However, a notation must be placed within the publication where this requirement is stated.  Notation must indicate this requirement is exempt from AR 335-15 requirements.





    f.  Correspondence.





    (1)  Is the MARKS number required on correspondence?  YES.  Correspondence requires a MARKS number (except military letters).





    (2)  Is the MARKS number required on electronic mail correspondence?  YES.  Electronic mail used for actions that would have been handled via telephone, and no MFR created, do not require MARKS number.





    (3)  What is the appropriate type style for correspondence?  Courier/10.  Letter Gothic/12 may be used if courier is not available.





    (4)  Is electronic mail correspondence prepared in the same format as paper correspondence?  YES.  The only differences are the deletion of the subject line within the text and the left justification of the signature block.





    (5)  If you have a paragraph 1, do you need a paragraph 2?  YES.





    (6)  If you have a paragraph a, do you need a paragraph b?  YES.





    (7)  When do you use letterhead?  When you send correspondence off-post.





    (8)  When preparing correspondence, do you use B Battery or Battery B?  Battery B.





    (9)  What is the abbreviated term for first, second, third, and fourth?  1st, 2d, 3d, and 4th.





    (10)  Can you place slogans on letterhead?  YES.  Only those authorized by HQDA (see AR 25-30).





    (11)  What is the abbreviation for Fort?  Fort.  You can use ft if you are talking about forts in general.  If you are stating the name of a fort then you must spell out Fort.





    g.  Publications.





    (1)  What are the different types of publications?  Supplements, regulations, circulars, memorandums, pamphlets, bulletins, and posters.





    (2)  What are proper procedures for updating or creating a new USAFACFS publication?  Contact DOIM IAST for a copy of the current publication to use for update purposes.  Use USAFACFS Memo 25-30 when creating a new publication.  Publications must be saved in MS Office 95 (word) format.





    (3)  Who approves USAFACFS publications?  USAFACFS Chief of Staff.





    (4)  Can you submit USAFACFS publications straight to the approving authority?  NO.  Proponents prepare decision paper and publication and submit electronically (if possible) or on diskette to DOIM IAST.  DOIM edits and submits to CofS for approval.





    (5)  After approval, who receives the publication to get it ready for distribution?  DOIM IAST.  DOIM dates and certifies publication and posts or distributes on paper.  Proponent pays for paper distribution.





    (6)  Who determines distribution on publications?  DOIM IAST and proponent.





    (7)  Who posts publications?  DOIM IAST.





    (8)  Who keeps the record copy of publications?  DOIM IAST.





    (9)  What is the retention period on record copies of USAFACFS publications?  Permanent.





    (10)  Are CG Policy Memorandums processed the same as publications?  YES.





    h.  Fort Sill Forms.





    (1)  How do you get a stock of Fort Sill forms?  Print them at DAPS at the expense of the activity wanting them.





    (2)  Can you create or change a form when the need arrives?  Only if you are the proponent of the form.  You must prepare a DD Form 67 and submit it through proper channels to DOIM IAST for approval.





    (3)  Can you create a form and have it printed at the same time?  YES.  You must complete DD Form 67 and a DAPS print request (DAPS 5604) and attach a copy of the blank form.  Take all information to DOIM IAST for processing.





    (4)  Can you print a form if you don’t have a copy of the form?  YES.  DOIM IAST retains a copy of FS Forms.  If you bring a completed DAPS 5604 and the number of the form needed, IAST can provide a copy to you.





    (5)  Who is the approving authority for blank forms?  The Installation Forms Manager located in DOIM IAST.





    (6)  Can you create a form, reproduce it on a copier or send it to DAPS for printing without DOIM IAST approval?  NO.  The Instl Forms Mgr must approve all blank forms before use.  You could violate the Privacy Act if you improperly use a blank form.





    (7)  Can you create a blank form that will be given to an individual to fill out that requests Privacy Act information which does not have a Privacy Act statement?  NO.  If you give a blank form to an individual to fill out that requests Privacy Act information, and a Privacy Act statement is not included on the form, you are violating the Privacy Act.





    i.  Printing.





    (1)  Can you take printing jobs downtown?  YES.  But only when nonappropriated funds are used.





    (2)  Can you pay for printing with IMPAC?  MAYBE.  Depends on instructions issued by your Resource Manager and whether DOIM is paying for the printing.  Call 442-6573 for specific details.





    (3)  Do you take print requests straight to DAPS?  MAYBE.  If DOIM pays for the print job, request must be processed through DOIM IAST.  If proponent pays with an IMPAC, they go directly to DAPS.





    (4)  Can anyone sign print requests?  NO.  Only the Activity Account Print Control Official can sign (approve) print requests.





    (5)  When can you use your office copier instead of DAPS?  When you are copying 25 pages or less of one original.  If you have a multi-page document and need 10 or more copies, you should also use DAPS.





    (6)  What is multi-color printing?  More than one color of ink or paper.  (Example:  black ink and red paper is one color; white paper and blue and red ink is multi-color).





    (7)  What is authorized to be printed in color?  Only those items that make a “valuable contribution” to the purpose of the document or publication (i.e., maps, medical, safety, or promotional or motivational programs to the public).


�
APPENDIX A





REFERENCES





A-1.  AR 25-5, The Army Information Resources Management Program.





A-2.  AR 25-30, The Army Integrated Publishing and Printing Program.





A-3.  AR 25-50, Preparing and Managing Correspondence.





A-4.  AR 25-55, The Department of the Army Freedom of Information Program.





A-5.  AR 335-15, Management Information Control System.





A-6.  AR 340-21, The Privacy Act of 1974.
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APPENDIX B





DEFINITIONS





B-1.  RECORDS.  All books, papers, maps, photographs, machine readable items such as, disks, tapes, cards, printouts, aperture cards, microfilm, microfiche, laser disk, optical disk, optical card, other optical recording media, film slides, viewgraph transparencies, or other documentary materials regardless of physical form or characteristics, made or received by any entity of the Department of the Army as evidence of the organization, functions, policies, decisions, procedures, operations, or other activities of DA or because of the informational value of the date in them.





B-2.  THE MODERN ARMY RECORDKEEPING SYSTEM.  The objectives of the Army recordkeeping systems management are to ensure records of any media can be found rapidly, that records are complete, facilitate the selection and retention of permanent records, and to accomplish the prompt disposition of noncurrent records in accordance with National Archives and Records Administration (NARA) approved disposition schedules.  AR 25-400-2 contains the NARA approved disposition schedules for Army records.





B-3.  OFFICIAL MAIL AND DISTRIBUTION MANAGEMENT.  Contact the Installation Official Mail and Distribution Manager for information about this program.





B-4.  CORRESPONDENCE MANAGEMENT.  Correspondence management limits correspondence to essential requirements to improve the quality of necessary correspondence and provide for its creation in an economical and efficient manner.





B-5.  RULEMAKING.  The Rulemaking Program satisfies the legal requirement for the Army to publish, in the Federal Register, Army regulations, or other issuances and notices which have a substantial and continuing impact on the public.





B-6.  FREEDOM OF INFORMATION ACT PROGRAM.  This program requires Army activities be conducted in an open manner consistent with the need for security and adherence to other requirements of law and regulation.  The objectives of the FOIA program are that only information which is exempt from disclosure by the Act is withheld from the general public and to ensure the release of any exempted information when no legitimate purpose for withholding it exists.





B-7.  PRIVACY ACT PROGRAM.  This program allows federal government employees access to their records for review and/or copying.  It also protects the privacy of an individual from unwarranted invasion by ensuring that collection and maintenance of recorded information about the individual is necessary, accurate, timely, and complete.  It ensures that these records are described in the Federal Register; are used only for authorized purposes, unless otherwise agreed to by the individual; are subject to amendment, when the individual demonstrates them to be inaccurate; and safeguarded from unauthorized disclosures.





B-8.  MANAGEMENT INFORMATION CONTROL OFFICE.  The objective of this program is to establish policy, procedures, and standards for information management control and prescribe responsibilities for the management and control of external and internal Army information requirements.  The MICO evaluates proposed, new, or revised public information requirements.





B-9.  VITAL RECORDS.  This program provides for the selection and protection of vital records required for the Army emergency preparedness program.





B-10.  TERMINOLOGY, ABBREVIATIONS, AND BREVITY CODES.  This program contains two interrelated areas.  They are Dictionary of Army Terms and Authorized Abbreviations and Brevity Codes.  Each installation should have a publication that lists these codes for their installation.
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APPENDIX C





RECORDS MANAGEMENT PROGRAMS





C-1.  THE MODERN ARMY RECORDKEEPING SYSTEM.





    a.  Electronic Recordkeeping Systems.





    b.  Manual Recordkeeping Systems.





C-2.  OFFICIAL MAIL AND DISTRIBTION MANAGEMENT.  Office Symbols.





C-3.  CORRESPONDENCE MANAGEMENT.





C-4.  RULEMAKING.





C-5.  FREEDOM OF INFORMATION ACT PROGRAM.





C-6.  PRIVACY ACT PROGRAM.





C-7.  MANAGEMENT INFORMATION CONTROL OFFICE.





C-8.  VITAL RECORDS.





C-9.  TERMINOLOGY, ABBREVIATIONS, AND BREVITY CODE MANAGEMENT.





C-10.  MANAGEMENT OF RECORDS OF DEFUNCT ARMY COMMANDS AND ORGANIZATIONS.





C-11.  OVERSIGHT RECORDS ADMINISTRATION OF JOINT COMMANDS.





C-12.  ARCHIVIST OF THE ARMY.





C-13.  JOINT VISUAL INFORMATION RECORDS CENTER.





C-14.  FACSIMILE TRANSMISSIONS.
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FOR THE COMMANDER:














OFFICIAL:					  DAVID C. WHITE


						  Colonel, FA


						  Chief of Staff





/signed/


JIMMY S. PARKER


Director of Information


  Management
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