MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: Commander’s Policy on Risk Management and Risk Acceptance Authority, CG Policy Memo 19-06

1. References.
   a. DODI 6055.01, DOD Safety and Occupational Health (SOH) Program, 14 October 2014.
   b. Department of the Army Pamphlet 385-30, Mishap Risk Management, 2 December 2014 Rapid Action Revision Issue Date, 1 February 2010

2. Policy. I am Fort Sill’s Safety Officer. Commanders and directors of all units and organizations stationed at Fort Sill will ensure risk management is integrated into all operations and training, and that risk assessment decisions are made at the appropriate level. I expect leaders at all levels to “see themselves, the enemy, and the environment” in the context of the training at hand. Leaders should take appropriate steps to mitigate risks and train to standard. Commanders and directors are safety officers and cannot delegate their responsibilities.

3. Procedures. Risk acceptance authorities are established as follows:
   a. Extremely High Risk – Commanding General, USAFCOefs.
   c. Moderate Risk – Battalion Commanders and NCOA Commandant.
   d. Low Risk – Battery Commanders and NCOA 1SG School Chiefs.

4. Base your risk decisions on the residual risk of your activity after you have applied appropriate control measures. Inform your commander/supervisor of your risk acceptances.
IMSI-SO
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5. This CG Policy Memorandum supersedes CG Policy Memo 16-06 ATZR-C, 15 August 2016, subject: Commander's Policy on Risk Management and Risk Acceptance Authority, CG Policy Memo 16-06.

6. Point of Contact is Mr. John Cordes at 442-4701 or john.e.cordes.civ@mail.mil.

WILSON A. SHOFFNER
Major General, USA
Commanding
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