TRAINING




REQUIRED TRAINING

* ANNUAL DOD ASSURANCE

* ARMY TRAFFIC SAFETY
* COMPOSITE RISK MANAGEMENT AWARENESS
BASIC * PHISHING TRAINING
 ADDITIONAL DUTY SAFETY * SOCIAL MEDIA AND OPERTIONS
SECURITY TRAINING

COURSE
* INTERMEDIATE DRIVER'S TRAINING FOR ALL SOLDIERS 26 AND UNDER

- Soldier will set-up AKO account upon arriving to
Fort Sill.



? Upon Arriving to FBGA

*Complete Anti-Terrorism Level 1 Training
-https://Jkodirect.jten.mil (CAC)
-http://jko.jten.mil/courses/atl1/launch.htm| (Non-CAC)

«Complete DoD IA Awareness Training / Anti-Phishing training
-https://ia.signal.army.mil/DoDIAA
-https://ia.signal.army.mil/Phishing.asp

*Complete the Global Assessment Tool (GAT)
-https://www.sft.army.mil/

*Complete part one of your PHA online
-Complete in “my medical” portion of your AKO

*Enroll in the next available Intermediate Drivers Training course at Fort Sill
-https://imc.army.mil/airs/usg disclaimer.aspx

*Ensure you bring all of your records
-Medical
-Dental
-Shots


https://jkodirect.jten.mil/
http://jko.jten.mil/courses/atl1/launch.html
https://ia.signal.army.mil/DoDIAA
https://ia.signal.army.mil/Phishing.asp
https://www.sft.army.mil/
http://www.benning.army.mil/infantry/rtb/StudentInformation.html

N

* Once your AKO account is established Log In
To ALMS Homepage at:
https://www.Ims.army.mil/Saba/Web/Main/g
oto/dIsIndexChoice 10T register and conduct
required Army Traffic Safety Course,
Composite Risk Management Course, and the
Basic Additional Duty Safety Course.



https://www.lms.army.mil/Saba/Web/Main/goto/dlsIndexChoice
https://www.lms.army.mil/Saba/Web/Main/goto/dlsIndexChoice
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ALMS

(usmamv )i o Army Learning Management System

Go To
Mandatory ALMS
Training Homepage

#100% -

* CLICK ON GO TO MANDATORY TRAINING
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The Army Learning Management System

Select a course

Mandatory Course Name

Army Personnel Recovery (ARPR) 101- Introduction to Personnel Recovery Concepts

Army Traffic Safety Program, Accident Avoidance Course for Army Motor Vehicle Dr September 2014
Combating Trafficking in Persons General Awareness Course - (CTIP)

Security Training - Annual Awareness: Managing Personnel with Clearances/Access to Classified Inform...
Security Training - Annual Security Refresher Training

Security Training - Initial Security Orientation

Sexual Harassment/Assault Response Prevention Training — Closed Captioning (CC) Version (FY14-13)
Sexual Harassment/Assault Response Prevention Training Course (FY14-14)

U.S. Army Threat Awareness and Reporting Program (TARP) APR 2014 Course

Q
[+]
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Q
[+]
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[+]

Go To Print
ALMS Certificate of Exit
Homepage Completion

e CLICK ON Army Traffic Safety Program, Accident Avoidance Course for Army
Motor Vehicle Dr September 2014



hitps://wwow.Ims.army.mil/Saba/Web/Main LO-aBcx
55 [ Home - 2nd Squadron, 16... || WARNOs - OPORDs - FRA... || Home - 199th Infantry Bri.. K ATN [ DTMS Starth2 & Defense Connect Online [l Fox News - Breaking Mew... [l] CNM.com - Breaking Mew... [® bing - Bing
e Army Traffic Safety Program, Accident Avoidance Course for Army Motor Vehicle Dr (00028050) &
Delivery Type Web Based Training ~
Go to Detailed Training Record &2 httpsy/fwwwlms.army.mil/Zcaller=%2Fcontent%2FcontentD... | =R |
AddiiolPias L. How would you like to complete this content?
Go to Mandatory Training
Go to ALMS Home page
Exit / Launch it online now
Main Learning A it Learning V
Completion Status Not Evaluated
Score o
Learning Assignments Print | Export | Modify Table
Module Assignment Type Requirement Details Completion Status Completed On Actions
Army Content Module Required Attempts Allowed: Mot Evaluated L Launch J
Traffic Unlimited
Safety
Program,
Accident
Avoidance
Course
for Army
Motor
Vehicle
Dr
Attachments
No items found
Evaluation
No items found

* Click Launch it Online Now

* Once Training is Completed and Test is Completed Print Certificate for
your Records



Mandatory
Training
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ALMS
Homepage
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“_'RLMS

ARMY

r| Terms of Use

The Army Learning Management System

My Home  Course Search | Execute Training | Mandatory Training | Training History = User Tools | Reports | My Tasks and Gap Analysis

Course iteration = | Search |

[ show exact matches only
Starting In Next Six Months = Locations Any Location ¥

Advanced Search

Enrollments

Detailed Training Records
Tasks

MOS/ASI/SQI Job Qualifications

Communities
Profile

1| Home - 199th Infantry Bri.. W ATN [ DTMS Starth2 ] Defense Connect Online [ Fox News - Breaking New... [ CNN.com - Breaking New.

Log Out

e ALMS will be offline on the fou
ursday. Please plan your work

Please click the “Check Browser 5
[settings and to ensure your pop-|

Mandatory Tra

ALMS Tutorial
ALMS Course List
Check Browser S¢
ATRRS

Army Training He
Calendar

Collaborative Ari

* [FYOU STOP ONLINE TRAINING REPEAT THE FIRST STEPS AND SELECT GO TO ALMS

HOMEPAGE

* CLICK ON ENROLLMENTS AND RE-LAUNCH TO CONTINUE TRAINING



# 5, MANDATORY COMPUTER
q? A TRAINING

 LOG IN TO https://ia.signal.army.mil/login.asp

* CLICK ON: Login with CAC DoD-Approved
Certificate Login

* |f you do not have a CAC CLICK ON: Non CAC
Login



https://ia.signal.army.mil/login.asp

ION ASSURANCE TRAINING:

US ARMY SIGNAL CENTER FORT GORDON, GA

Information Assurance User Portal

CAC only Authentication through SSO. To secure access to Army IT systems IAW DoD Policy (CTO 07-015) all applications and devices will be configured to only allow
authentication via CAC/PKI credentials for CAC holders. All Army IT systems utilizing usernames and passwords via AKO for authentication must convert to PKl-based
authentication for CAC holders.

= This is an AKO/DKO account driven web site_ If you do not have an AKO/DKO account, you will need to obtain one by contacting
AKO/DKO before proceeding further.

= If you have an AKO/DKQ account, but do not remember your credentials, you will need to contact AKO/DKO to obtain credential
information.

= “Your CAC must be registered with AKO/DKO before you can log in using your CAC. I you have not registered your CAC, contact
AKO/DKO.

Log in with CAC DoD-Approved Certificate Login

*=*Login to take the DoD Cyber Awareness Challenge Trainin:

Re-Registering CAC with AKO

***Using the NON CAC option will not transfer your completion into your Army Training and
Certification Tracking System (ATCTS) profile. ONLY use this option if you do not have a valid
government issued CAC. This account is only valid for 14 d %. This account and all associated

training completions will be deleted

NON CAC Login

o w

***Login to take the DoD Cyber Awareness allenge Training

MNotice: This is a DOD Computer System. This computer system is not authorized to process classified information. This computer system, including all related eguipment, networks, and network devices (including
internst access) is provided only for authorized U.S. Government use. DOD computer systems may be monitored for all lawful purpeses, including fo ensure their use id authorized, for management of the system,
to facilitate protection against unauthorized access and to verify security proceduras, survivability and operational security. Monitoring includes, but is not limited to, active attacks by authorized DOD entities to test
or verify the security of this system. During menitering, information may be examined, recorded, copied, and used for authorized purposes. All information, including personal information, placed on or sent over
this system may be monitored. Use of this DOD computer system, authorized or unauthorized, constitutes consent to monitoring. Unauthorized use of this DOD computer system may subject you to criminal
prosecution. Evidence of unauthorized use collected during monitoring may be used for administrative, criminal, or other adverse action. USE OF THIS SYSTEM CONSTITUTES CONSENT TO MONITORING
FOR ALL LAWFUL PURFPOSES




[ |

Information Assurance User Portal

Welcome Charley Kania
You have successfully logged in.

To continue, you must update your record. Please complete the following form so that your record can be updated.
All fields are MANDATORY.

Select a

Branch: Army IE‘

Tonst@ [Civilian [+]

Selecta ‘o) n0C U.S. Army Training and Doctrine C d

MACOM: -3 AMmY L raming an octrine Comman lz‘

Click Here to log out.

Select Branch: Army

Select Type: Military

Select MACOM: TRADOC U.S. Army Training and Doctrine Command
Click Confirm



Information Assurance User Portal

‘Welcome Charley Haniz
Thank you for updating your account.

To take the training for DoD Information Assurance Awareness or Information Assurance Fundamentals exams,
click on the Courses menu link above.

DOD Cyber Awareness Challenge
Take an exam

View Scores and Print Certificates

View and Sign AUP

Fort Gordon Data at Rest validation

Click Here to log out.

Notice: This is a DOD Computer System. This computer system is not authorized to process classified information. This computer system, including all related equipment, networks, and network devices (including internet
access) is provided only for authorized U.S. Government use. DOD computer systems may be monitered for all lawful purposes, including to ensure their use id authorized, for management of the system, to facilitate
protection against unautherized access and to verify security procedures, survivability and operational security. Monitoring includes, but is not limited to, active attacks by authorized DOD entities to test or verify the security
of this system. During monitoring, information may be examined, recorded, copied, and used for authorized purposes. All information, including persenal information, placed on or sent over this system may be monitored. Use
of this DOD computer system, authorized or unauthorized, constitutes consent to monitoring. Unauthorized use of this DOD computer system may subject you to criminal prosecution. Evidence of unauthorized use collected

» Select DOD Cyber Awareness Challenge to conduct the training

 Select Take the Exam to take the Exam

» Select View Scores and Print Certificates and print a copy of your Certificate of
Completion



I \ Mandatory Computer
<7

Phishing Training

* Login to: https://is.signal.army.mil/Phishing.asp

QC'

p
e C

ick on: Launch Phishing Training to Conduct
nishing Training

ick on: Login to take the Phishing Exam and Receive

Credit
* Remember to Print your Certificate of Completion


https://is.signal.army.mil/Phishing.asp

Phishing Training

This training does not meet the DOD WSNF requirement

== After completing the training module, You must Login and successfully pass the PHISHING exam to receive credit =

Launch Phishing Training

Notice: This is a DOD Computer System. This computer system is not authorized to process classified information. This computer system, including all related equipment, networks, and network
devices (including internet access) is provided only for authorized U.S. Government use. DOD computer systems may be monitored for all lawful purposes, including to ensure their use id
authorized, for manageament of the system, to facilitate protection against unauthorized access and to verify security proceduras, surnvivability and operational security. Monitoring includes, but is
not limited to, active attacks by authorized DOD entities to test or verify the security of this system. During monitoring, information may be examined, recorded, copied, and used for authorized
purposes. All information, including personal information, placed on or sent over this system may be monitored. Use of this DOD computer system, authorized or unauthorized, constitutes
consent to monitoring. Unauthorized use of this DOD computer system may subject you to criminal prosecution. Evidence of unauthorized use collected during monitoring may be used for
administrative, criminal, or other adverse action. LUSE OF THIS SYSTEM CONSTITUTES COMNSENT TO MOMITORING FOR ALL LAWFUL PURPOSES.

Use the Link provided: https://ia.signal.army.mil/Phishing.asp for the Login Page for
Phishing Training
Click on: Launch Phishing Training to conduct Phishing Training

Click on: Login to take the Phishing Exam and receive credit

Remember to print your Certificate of Completion



https://ia.signal.army.mil/Phishing.asp

Courses

Welcome to the US Army Traffic Safety Training Program Registration System

This site provides on-line registration and management of traffic safety training courses for the Army Traffic Safety Training
Program (ATSTP).

Soldiers and civilian personnel

YoU can view course calendars to See what courses are being offered at garrisons in your local area, and register for
courses electronically. To view available courses, click the link below and select a garrison from the drop down menu. Then,
use the second drop-down menu to select the types of courses you are looking for. For additional information, click on the
Help button above to view the AIRS user guide

View Available Courses

Students

Home Courses Help IMCOM Safety Center Accessability/Section 508
Region |West v/ Gartison [Fort Sill V] © [ Driver Training v]

If a course is already full, look for other courses with open seats. If you can't find a course with an opening, please call the POC number provided in the popup window.
Courses shown in red are FULL, and courses in blue have open seats.

Don't see the course you're looking for within the next 30 days? Click here to let us know.

osover [R5

- Building 3602 Packard ST

2 3 4 5 4 7
9 10 11 12 13 14
16 17 12 19 20 2

- Building 3602 Packard ST

Intermediate drivers training For all
Soldiers 26 Years old and Under

Go to https://imc.army.mil/airs/usg_disclaimer.aspx

View available courses select the following
Region: West
Garison: Fort Sill
Course: Intermediate Drivers Training.
Select any course highlighted in dark blue.

Find course with available seats, fill out enrollment

form, hit save, attend enrolled class.

Fort Sill Intermediate Driver Training

Start Date. 92a2016.
stop Date 992016
Size B
Rogistered %

Pending Registrants o

Lead Trainer Dan Remond
PoCTel 5804424215
Course Detail

Start Time

uic
Comments or Concerns

hain of command
First Name

* g 1

* Last Four of SSN/D.

* Email (AKO account is preferred)

* Primary Phone

* Personnel status Select v

0330
1130
Buiding 3602 Packard ST

Cancel|[_save
* LastName
- sex
* Amy HQ
* colsupervisor Email
Second Phone
* Grade

unit

Assigned Installation

Print Blank Registration Form
]
| I
]
[
I

End Date of Last Deployment

r—

Add New Date Remove Checked

Unclassified  Emall Help Desk
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* Once all training is complete Soldier must

print out and maintain a copy of the
certificates.
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