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With the rise of multiple competitors to U.S. influence across the globe, the likelihood of military operations within an anti-access/area denial (A2/AD) environment poses a significant challenge to U.S. security and U.S. military forces. The most likely challengers to U.S. military capabilities are Russia and China, nations that possess powerful military forces that provide a formidable foe to U.S. joint forces. The U.S. and partner nations face an evolving and expanding array of air threats, in both capability and capacity. Given the likelihood that U.S. air superiority throughout an operation cannot be guaranteed, a holistic approach to air and missile defense is required to provide freedom of action to combat forces. The U.S. must train, equip, and organize air and missile defense (AMD) forces ready to operate effectively within the multi-domain operational framework to deploy, fight, and win against any adversary, at any time, in a complex, multi-domain environment.

To defeat this threat, the U.S. military must maintain forces capable of acting against all enemies and the full range of threats these adversaries may use. The ability to defend forces from air threats is a requirement for forces to “develop a lethal, agile, and resilient force posture and employment” as directed in the National Defense Strategy (NDS). The National Security Strategy (NSS) advises that, “Allies and partners are a great strength of the United States. They add directly to U.S. political, economic, military, intelligence and other capabilities.” No matter where the U.S. goes, the joint force will fight alongside like-minded nations to strengthen U.S. interests and to deter or defeat adversaries. Both China and Russia are specifically noted in the NSS and NDS as nations that have increased military capabilities to marginalize U.S. influence within their respective regions. U.S. ground maneuver forces must prepare to meet these threats, regardless of location or enemy.

The elimination of active duty Army maneuver AMD forces in 2006 provided the Soldiers needed to grow additional maneuver forces during operations in Afghanistan and Iraq. The lack of air threat meant this decision was an acceptable risk to an Army that needed to grow additional maneuver structure. However, the battlefield the joint force faces today and in the future has drastically changed. This change necessitates a review of how the Army defends the modern maneuver force against air and missile threats and the level of risk that maneuver units face. Full evaluation of the threat, and potential options to mitigate risk, are critical for the Army to achieve success as part of future joint forces operating in future conflict.

Lt. Gen. H. R. McMaster, while the director of the Army Capabilities Integration Command, said “There are basically two ways to fight the U.S.: asymmetrically and stupid.” While the U.S. assumes no enemy intends to fight “stupid,” the continual adaptation of competitors means symmetric threats to the U.S. military and allies continue to grow. By evaluating how conflict could unfold, and the associated threats faced, it is easier to understand capabilities required to defend joint and international forces. It is unlikely maneuver forces can successful...
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ly operate on the future battlefield without effectively managing threats from the air domain through effective force and technology management. As such, the Army must organize the force structure to employ AMD forces capable of operating in defense of the joint maneuver force.

Nations competing with U.S. capabilities and influence continue to evolve and adapt to the future battlefield. To close the military gap with the U.S., adversarial militaries engage in a continual cycle of improving strategy and technology. These military competitors use a variety of air threats, including fixed and rotary wing aircraft, unmanned aerial systems (UAS), rockets/artillery/mortars (RAM), and cruise missiles. These threats shape the future battlefield, threats the U.S. must effectively counter to ensure the future of U.S. military might and power projection capabilities.

**How A2/AD impacts the fight**

Adversaries to U.S. influence have increasingly developed capabilities and doctrine to offset U.S. military power. Both China and Russia employ A2/AD in disputed regions to show strength and limit U.S. options. This method of warfighting makes use of military assets and capabilities to gain control of an area while ensuring the adversary is unable to do so. The primary mechanisms of doing so include preventing access and disrupting operations in a given area. Russia and China have made significant investments in integrated air defense systems, guided missiles, anti-satellite weapons, electronic warfare systems and other capabilities such as cruise missiles and UAS that can be used at increasing ranges to interdict U.S. forces.

As stated in the Joint Integrated Air and Missile Defense Vision 2020, “the future [Integrated Air and Missile Defense] environment will be characterized by a full spectrum of air and missile threats...with precision targeting.”

The possibility of an adver-
sary targeting U.S. forces from the air with weapon systems demonstrates why maneuver short range air defense (MSHORAD) is needed. When “ground and maritime forces can be held at risk by sheer numbers of cheap, long-range rockets” and other threats, the need to incorporate robust AMD capabilities becomes more apparent.

In order to defeat an enemy operating an A2/AD strategy, U.S. forces must operate faster than the enemy’s decision cycle, taking action against a variety of threats before the enemy is able to influence our operations. Threats from airborne platforms, which typically have speed, maneuverability, and weapons’ range advantages over a ground-based force place U.S. forces at significant disadvantage, reducing the ability of commanders to operate within the enemy decision cycle.

Such threats form the key enabling capability of current U.S. competitors. Both China and Russia have improved their ability to use the full spectrum of air and missile threats to impact ground and naval forces. The ability to use UAS to provide reconnaissance and targeting data will enhance the enemy’s situational understanding of the future battlefield, enabling better use of their attack aviation platforms, cruise missiles and artillery. Current U.S. and allied forces also risk being overwhelmed by the complexity and volume of air and missile attacks against our formations, further degrading our freedom of maneuver in an A2/AD environment.

**Multi-domain battle**

The concept of multi-domain battle (MDB) forms the operational concept for how to defeat aggressors to U.S. influence and military might. Given that maneuver operations are the key to MDB operations, the joint force must be “capable of outmaneuvering adversaries physically and cognitively through the extension of combined arms across all domains.” It is no longer enough that U.S. military forces have the greatest land forces in conflict, those capabilities must be appropriately paired with the complimentary capability and capacity to operate within all domains, while simultaneously preventing the enemy from doing the same. As then-Chairman of the Joint Chiefs of Staff Gen. Martin Dempsey said in 2013, joint force commanders “will always rely on... [AMD] to survive air and missile attacks.”

Growing threats from the air domain make effective AMD critical to allowing the joint force of the future to operate within the MDB construct. Chief of Staff of the Army Mark Miles said, “On the future battlefield, if you stay in one place longer than two or three hours, you will be dead.” In order to operate at that speed, maneuver forces must bring AMD capabilities with them to the battlefield.

The U.S. can no longer only emplace in relatively static locations and provide air and missile defense capabilities from behind our forces, as our current Patriot and THAAD systems primarily operate. Nor can we provide adequate protection in platforms such as the Avenger that are incapable of keeping pace with our maneuvering forces and without sufficient protection for the Soldiers that operate them. Future AMD forces have to possess the mobility, firepower, protection and communications necessary to integrate and operate alongside maneuvering forces.

**Conclusion**

The complexities of the future operational environment and the need to overcome adversarial advances in technology, employment and capacity require materiel solutions and effective organization, training and doctrine for its employment. However, the U.S. Army currently has both a capability and a capacity shortage to counter the threats future competitors will certainly use. Developing and fielding forces to counter the threats of the future operating environment is critical to future success in combat operations.

Acquiring new detection and engagement systems designed to protect forces from a full array of air threats, including UAS, cruise missiles, rockets, artillery and mortars, and manned air platforms, is the only means to effectively protect maneuver forces on the future battlefield. These systems must be trained and task-organized to provide AMD for the joint maneuver force, the cornerstone of U.S. operational approaches in an A2/AD environment.

Col. Gary Beard is a 1997 graduate of the U.S. Naval Academy and a career air defense artillery officer. He has served in a variety of SHORAD and HIMAD formations, including command of a separate Bradley Stinger Fighting Vehicle battery and a Patriot battalion. He is a former OC at the National Training Center and was an Office of the Secretary of Defense Joint Chiefs of Staff Army staff intern. His additional staff assignments have spanned from battalion to the Joint Staff. He is also a graduate of Georgetown University and the U.S. Army War College. Beard assumed his current position as the TRADOC Capability Manager-ADA Brigade in July 2018.